BluGo
Cardeon Magyarorszag Kft.
Adatkezelési Szabalyzat

1. Alapfeltételek:

a.

A Cardeon Magyarorszag Kft. (BluGo) (székhely: 1138 Budapest,
Népfurdé u. 22), mint Adatkezeld k6zosségi autdmegosztd szolgaltatast
nyujt és jelen Szabalyzat tartalmdat magara nézve kotelez6nek tekinti és
elkotelezett a személyes adatok biztonsdgos kezelése, az adatok
teljeskord védelme mellett.

A BluGo a szolgaltatasban résztvevék tekintetében, mind a Bérbeaddk,
mind a Bérbevev6k esetében Adatkezel6nek mindsil. Az adatvédelmi
Szabalyok a www.blugo.hu oldalon és a mobilalkalmazdsban is
megismerhetbek.

A Szabdlyzat a dokumentumban feltlintetett napon Iép érvénybe és
visszavonasig érvényes. A Szabdlyzat egyoldali mddositdsa esetén BluGo
ezt megel6z6en legalabb két munkanappal tajékoztatja Ont a médosulds
tényérél és annak tartalmardl. Onnek jogaban &ll a Szolgéltatas
igénybevételét felfliggeszteni, amennyiben a mddosult Szabalyzat
valamelyik pontjaval nem ért egyet.

2. Fogalmak

a.

»személyes adat”: azonositott vagy azonosithaté természetes személyre
(,érintett”) vonatkozé bdarmely informacid; azonosithaté az a
természetes személy, aki kozvetlen vagy kdzvetett mdodon, kiléndsen
valamely azonositd, példaul név, szdm, helymeghatarozé adat, online
azonositd vagy a természetes személy testi, fiziologiai, genetikai,
szellemi, gazdasagi, kulturalis vagy szocidlis azonossagara vonatkozo egy
vagy tobb tényez6 alapjan azonosithatd;

p,adatkezelés”: a személyes adatokon vagy adatallomdanyokon
automatizadlt vagy nem automatizalt modon végzett barmely muvelet
vagy mlveletek 6sszessége, igy a gylijtés, rogzités, rendszerezés, tagolds,
tdrolas, atalakitds vagy megvaltoztatds, lekérdezés, betekintés,
felhasznalas, kozlés tovabbitas, terjesztés vagy egyéb mddon torténd
hozzaférhet6vé tétel utjan, Osszehangolds vagy 0Osszekapcsolas,
korlatozas, torlés, illetve megsemmisités;

»az adatkezelés korlatozasa”: a tarolt személyes adatok megjeldlése
jovébeli kezeléslk korlatozasa céljabol;

»profilalkotas”: személyes adatok automatizalt kezelésének barmely
olyan formaja, amelynek sordn a személyes adatokat valamely
természetes személyhez f(iz6d6 bizonyos személyes jellemz&k
értékelésére, kiulondsen a munkahelyi teljesitményhez, gazdasagi



helyzethez, egészségi allapothoz, személyes preferenciakhoz,
érdekl6déshez, megbizhatdsaghoz, viselkedéshez, tartézkoddsi helyhez
vagy mozgashoz kapcsolodd jellemz6k elemzésére vagy el6rejelzésére
hasznaljak;

»alnevesités”: a személyes adatok olyan mddon torténé kezelése,
amelynek kovetkeztében tovabbi informacidk felhasznalasa nélkil tobbé
mar nem allapithaté meg, hogy a személyes adat mely konkrét
természetes személyre vonatkozik, feltéve hogy az ilyen tovabbi
informaciét kilén taroljdk, és technikai és szervezési intézkedések
megtételével biztositott, hogy azonositott vagy azonosithatd
természetes személyekhez ezt a személyes adatot nem lehet kapcsolni;

Lhyilvantartasi rendszer”: a személyes adatok bdrmely moddon -
centralizalt, decentralizalt vagy funkcionalis vagy féldrajzi szempontok
szerint — tagolt allomanya, amely meghatarozott ismérvek alapjan
hozzaférhetd;

p»adatkezel6”: az a természetes vagy jogi személy, kdézhatalmi szerv,
ugynokség vagy barmely egyéb szerv, amely a személyes adatok
kezelésének céljait és eszkdzeit oOnalléan vagy masokkal egyitt
meghatdrozza; ha az adatkezelés céljait és eszkdzeit az unids vagy a
tagallami jog hatdrozza meg, az adatkezel6t vagy az adatkezel6
kijelolésére vonatkozd kilonds szempontokat az unids vagy a tagallami
jog is meghatdrozhatja;

AN,

p»adatfeldolgozo”: az a természetes vagy jogi személy, kdzhatalmi szerv,
Ugynokség vagy barmely egyéb szerv, amely az adatkezel§6 nevében
személyes adatokat kezel;

sCimzett”: az a természetes vagy jogi személy, kozhatalmi szerv,
Ugynokség vagy barmely egyéb szerv, akivel vagy amellyel a személyes
adatot kozlik, fuggetlenil attdl, hogy harmadik fél-e. Azon kézhatalmi
szervek, amelyek egy egyedi vizsgdlat keretében az unids vagy a tagallami
joggal Osszhangban férhetnek hozza személyes adatokhoz, nem
mindsiilnek cimzettnek; az emlitett adatok e kozhatalmi szervek altali
kezelése meg kell, hogy feleljen az adatkezelés céljainak megfelel6en az
alkalmazando adatvédelmi szabalyoknak;

»harmadik fél”: az a természetes vagy jogi személy, kézhatalmi szerv,
Ugynokség vagy barmely egyéb szerv, amely nem azonos az érintettel, az
adatkezel6vel, az adatfeldolgozdval vagy azokkal a személyekkel, akik az
adatkezelS vagy adatfeldolgozé kozvetlen irdnyitdsa alatt a személyes
adatok kezelésére felhatalmazast kaptak;

»az érintett hozzajarulasa”: az érintett akaratanak 6nkéntes, konkrét és
megfelel6 tdjékoztatdson alapuld és egyértelm kinyilvanitdsa, amellyel
az érintett nyilatkozat vagy a megerdsitést félreérthetetlendl kifejezd
cselekedet atjan jelzi, hogy beleegyezését adja az 6t érint6 személyes
adatok kezeléséhez;



I. ,adatvédelmiincidens”: a biztonsdg olyan sériilése, amely a tovabbitott,
tarolt vagy mas médon kezelt személyes adatok véletlen vagy jogellenes
megsemmisitését, elvesztését, megvaltoztatdsat, jogosulatlan kozlését
vagy az azokhoz vald jogosulatlan hozzaférést eredményezi.

3. Kezelt személyes adatok

a. Az adatkezelés soran toreksziink arra, hogy kizardlag a szerz6dés
megkotéséhez, teljesitéséhez sziikséges adatokat kezeljik. Az adatokat
csak addig 6rizzik meg, amig azt a szerz6dés teljesitése és a rendszer
mikodtetése érdekében sziikséges. Kiulon felhatalmazas alapjan az
adatokat ennél tovabb is megdrizhetjiik és kezelhetjik.

b. Az adatkezelés soran el6fordulhat, hogy egyéb jogszabalyi kdtelezettség
miatt egyéb adatokat is kezellink, harmadik fél részére tovabbitunk.

c. Az adatkezelés megvaldsulhat harmadik fél jogos érdeke alapjan, az
érdekkel ardanyos mértékben.

d. Az adatkezelés megkezdése el8tt tajékoztatjuk Ont, hogy az adatok
kezelése hozzajarulason vagy egyéb jogalapon valésul meg.

e. Az adatkezelés jogalapja az On és a BluGo kozott |étrejott Bérleti vagy
Bérbeaddi szerz&dés teljesitése. Tovabbi jogalap az Ektv, az Szt., az Art.
és a Kknyt. felhatalmazasa, a Kkkt és a Btk. rendelkezéseinek betartasa.

f. Afenticélok teljesitése érdekében az alabbi személyes adatokat kezeljik:

i. Teljes név
ii. Szliletési hely és id6
iii. Azonosité okmany szama és lejarata
iv. Lakcim, szamlazasi cim, levelezési cim.
v. Telefonszam
vi. Email cim
vii. Alkalmazas login adatok
viii. Jogositvany kép formatumban

g. A BluGo az elektronikus fizetés soran hasznalt bankkartya adatait nem
kezeli, ezt kozvetlenil banki és egyéb elektronikus fizetési lehetSséget
kindld partnereink kezelik.

h. A bérlettel kapcsolatban kezelt adatok:

i. Abérlet kezdetének id6pontja

ii. A bérlet lezaruldsanak id6pontja
iii. Megtett km
iv. Utvonal adatok a 2.g pont szerint



i. A BluGo karesemény esetén jogosult a sziikséges adatokat, beleértve a
tarolt jogositvany képet atadni a karrendezésbe bevont biztositd(k)
részére, ezzel nem sérti az adatvédelmi szabalyokat.

j. A BluGo jogosult a bérelt gépjarm(ibe épitett berendezésen vagy a BluGo
alkalmazason keresztlil a jarmlG GPS koordinatdit folyamatosan
monitorozni és rogziteni a bérleti szerz6dés idGtartama alatt az ASZF
betartdsa és a visszaélések elkeriilése érdekében.

4. Adatkezelés mobil alkalmazasban

a. A mobil alkalmazason az adatkezelés célja a Bérleti Keretszerz6dés és a
Bérleti szerz6dés alapjan a szolgdltatas teljesitése és a visszaélések elleni
fellépés.

b. A mobil alkalmazdson gy(ijtott személyes adatok:
i. Teljes név
ii. Email cim

5. Adatkezelés id6tartalma

a. ABIluGo az adatokat a Keretszerz6dés megsz(inésétdl szamitott 5 évig 6rzi
meg, a szamviteli bizonylatokat a vonatkozd jogszabalyokkal
0sszhangban 8 évig 6rzi meg.

6. Adatok taroldsa
a. ABIuGo az On személyes adatait az EGT teriiletén kiviilre nem tovabbitja.

7. Adatvédelem
a. aszemélyes adatokat tarolé és kezel6 informatikai rendszerekhez vald

hozzaférés kontrollja a hatalyos jogszabalyok szerinti kovetelményeknek
és az iparagi legjobb gyakorlatnak megfelel;

b. aszemélyes adatokat tarold és kezel6 informatikai rendszerekhez vald
hozzaférés kapcsan a legkisebb jogosultsag elvét alkalmazza,
gondoskodik a felelGsségek szétvalasztasardl és rendszeresen ellenérzi a
hozzaférésre jogosultak korét;

c. aszemélyes adatokat tarold és kezel6 informatikai rendszer megfelel§
halozati hatarvédelemmel és szegmentacioval védett (lehet&ség szerint
fizikai, de legalabb logikai szinten), valamint a haldzati kommunikacié
védelme is biztositott;



a személyes adatokat tarold és kezel§ informatikai rendszer rendszeres
mentése és taroldsa szabalyozott és megfelel az iparagi legjobb
gyakorlatnak;

a személyes adatokat tarold és kezel6 informatikai rendszerek
Uzemmenet-folytonossaganak biztositasa érdekében a rendszerek
redundans makodésérél gondoskodik;

gondoskodik a rendszer hasznalatanak teljes kord naplézasardl,
valamint a naplék bizalmassagardl, rendelkezésre allasardl,
sértetlenségérdl és letagadhatatlansagardl;

kartékony kddok elleni védelem bevezetése, lizemeltetése, naprakészen
tartdsa;

a felhasznalé azonositasa, hitelesitése, jelszomenedzsmentje
szabalyozott és ellen6rzott, figyelemmel az iparagi legjobb gyakorlatra;

gondoskodik az adatfeldolgozas sordn alkalmazott informatikai
rendszerek (beleértve az operacids rendszereket is) folyamatos
biztonsagi frissitésérdl, naprakészen tartasardl, valamint azoknak az
altaldban elvarhatd legmagasabb szint( sériilékenységmentes
mikodésérdl.

a fenti intézkedések megfelelS szinten dokumentaltak, amely atlathato
maddon biztositja az adatbiztonsagi kovetelmények megvaldsulasanak
nyomon kovethet&ségét

gondoskodik az alkalmazott kdrnyezeteihez kiadott gyartdi frissitések
rendszeres telepitésérdl,

az adatmentés soran gondoskodik arrél, hogy egy adott pontra torténd
helyredllitdssal lehet6vé tegye az adatok elérhetlségét a megfelel6
hozzaférési jogosultsagok biztositasaval. Az adatok késébbi visszadllitasa
érdekében gondoskodik az erre alkalmas technoloégidak és megoldasok
alkalmazasardl. Valamint gondoskodik arrdl, hogy a mentéseket és
archiv adatokat tartalmazé adathordozdk forrasrendszerrel azonos
szint{ biztonsagos fizikai és logikai hozzaférés védelem mellett
keriljenek megdrzésre,



m. az adatok visszadllithatosdga érdekében gondoskodik az alkalmazott
rendszerek mindenkori rendelkezésre allasardl, valamint szlikség esetén
azok tizembe allithatdsagarol,

n. gondoskodik az adathordozdk Gizembdl kivonasa esetén az adatok
adathordozdékon visszadllithatatlan médon valé torlésérél, az
adathordozdé megsemmisitésérdl, és annak dokumentalasardl.

Az Adatfeldolgoz6 a személyes adatok védelmérdl a kdvetkezd
szervezési intézkedésekkel gondoskodik:

0. az adatvédelmi kovetelményeket mar a személyes adatokat tarolo és
kezel6 informatikai rendszer bevezetésének, a rendszer
Uzemeltetéséhez kapcsolddo folyamatok tervezési szakaszaban is
érvényesitette, vagy a rendszeren és a folyamatokon adatvédelmi
felllvizsgalatot végzett;

p. adatvédelmi tisztvisel6t -lehet6ség szerint- alkalmaz, akinek feladata az
adatvédelmi elveknek az Adatfeldolgozé lizleti és miszaki folyamataiba
vald integraldsa, a Rendeletben meghatarozott és az adatkezelésre,
adatbiztonsagra vonatkozd mas jogszabalyok, kovetelmények, belsé
utasitdsok rendelkezéseinek megtartdasanak ellenérzése, valamint
feligyeli az adatvédelmi el8irdsok betartasat a szamitastechnikai és
informatikai rendszerek mikodése soran;

g. biztositja, hogy munkatarsai a személyes adatok védelmével kapcsolatos
kovetelményekrél megfelel§ ismeretekkel rendelkezzenek, e
munkavallaldknak rendszeres adatvédelmi és informacidbiztonsagi
oktatast tart;

r. aszemélyes adatokhoz hozzaférésre jogosultak korét
jogosultsagkezeléssel korlatozza;

s. folyamatosan nyomon koveti és fejleszti az informdacidbiztonsagi
tevékenységét az informacidbiztonsagi és IT biztonsagi iparagi legjobb
gyakorlatok figyelembevételével.

8. Adatfeldolgozas
a. A BluGo az adatok kezelése soran Adatfeldolgozékat:

Cégnév: DLM Consulting Kft



Székhely: 1138 Budapest, Népfiirds u. 22 C. Ep. Fsz.
Cégjegyzékszam: 01-10-043910

Addszam: 13572794-2-41

Képvisel6: Hamori Balazs

Adatfeldolgozé feladata: SaaS hardver infrastruktura szolgdltatasa

Cégnév: Serco Kft

Székhely: 1037 Budapest, Bécsi ut 314.

Cégjegyzékszam: 01-09-7093213

Képvisel6: Wéber Tamas

Adatfeldolgozé feladata: rendszergazdai feladatok, szerver (izemeltetés

Cégnév: Invitech Zrt

Székhely: 2040 Budaors, Edison u. 4

Cégjegyzékszam: 13-10-041599

Adatfeldolgozé feladata: Szervertermi infrastruktura biztositasa

9. BérlGi és bérbeaddi (,érintett”) adatkezelési jogok

a.

El6zetes tajékozédashoz valé jog

Az érintett jogosult arra, hogy az adatkezeléssel 6sszefliggd tényekrél és
informacidkrél az adatkezelés megkezdését megel6z6en tajékoztatast
kapjon.

Az érintett hozzaférési joga

Az érintett jogosult arra, hogy az Adatkezel6t6l visszajelzést kapjon arra
vonatkozdan, hogy személyes adatainak kezelése folyamatban van-e, és
ha ilyen adatkezelés folyamatban van, jogosult arra, hogy a személyes
adatokhoz és a Rendeletben meghatarozott kapcsolédd informacidkhoz
hozzaférést kapjon.

A helyesbitéshez vald jog

Az érintett jogosult arra, hogy kérésére az Adatkezel§ indokolatlan
késedelem nélkiil helyesbitse a ra vonatkozd pontatlan személyes
adatokat. Figyelembe véve az adatkezelés céljat, az érintett jogosult arra,
hogy kérje a hianyos személyes adatok — egyebek mellett kiegészit6
nyilatkozat Utjan torténd — kiegészitését.

A torléshez valé jog

Az érintett jogosult arra, hogy kérésére az Adatkezel§ indokolatlan
késedelem nélkil tordlje a ra vonatkozd személyes adatokat, az
Adatkezel6 pedig koteles arra, hogy az érintettre vonatkozd személyes
adatokat indokolatlan késedelem nélkil tordlje, ha a Rendeltben
meghatdrozott indokok valamelyike fennall.

Az adatkezelés korlatozasahoz valé jog



Az érintett jogosult arra, hogy kérésére az Adatkezel6 korlatozza az
adatkezelést ha a rendeltben meghatarozott feltételek teljesilnek.

A személyes adatok helyesbitéséhez vagy torléséhez, illetve az
adatkezelés korlatozasahoz kapcsolddé értesitési kotelezettség

Az Adatkezel6 minden olyan cimzettet tdjékoztat valamennyi
helyesbitésrél, torlésrél vagy adatkezelés-korlatozasrdl, akivel, illetve
amellyel a személyes adatot kozolték, kivéve, ha ez lehetetlennek
bizonyul, vagy ardnytalanul nagy eré6feszitést igényel. Az érintettet
kérésére az Adatkezel6 tajékoztatja e cimzettekrdl.

Az adathordozhatésaghoz valé jog

A Rendeletben irt feltételekkel az érintett jogosult arra, hogy a rd
vonatkozo, altala egy Adatkezel§ rendelkezésére bocsatott személyes
adatokat tagolt, széles korben haszndlt, géppel olvashaté formatumban
megkapja, tovabba jogosult arra, hogy ezeket az adatokat egy masik
Adatkezel6nek tovabbitsa anélkiil, hogy ezt akadalyoznd az az
Adatkezel8, amelynek a személyes adatokat a rendelkezésére bocsatotta.

A tiltakozashoz vald jog

Az érintett jogosult arra, hogy a sajat helyzetével kapcsolatos okokbdl
barmikor tiltakozzon személyes adatainak a Rendelet 6. cikk (1)
bekezdésének e) pontjan (az adatkezelés kozérdek vagy az Adatkezel6re
ruhazott kézhatalmi jogositvany gyakorlasanak keretében végzett feladat
végrehajtasahoz sziikséges) vagy f) pontjan (az adatkezelés az Adatkezel6
vagy egy harmadik fél jogos érdekeinek érvényesitéséhez sziikség.

Automatizalt dontéshozatal egyedi ligyekben, beleértve a profilalkotdst
Az érintett jogosult arra, hogy ne terjedjen ki ra az olyan, kizardlag
automatizalt adatkezelésen — ideértve a profilalkotast is — alapuld dontés
hatdlya, amely rd nézve joghatassal jdrna vagy 6t hasonloképpen jelent6s
mértékben érintené.

Az érintett tdjékoztatdsa az adatvédelmi incidensrél

Ha az adatvédelmi incidens valdszin(sithet6en magas kockdazattal jar a
természetes személyek jogaira és szabadsagaira nézve, az Adatkezel§
indokolatlan késedelem nélkiil tdjékoztatja az érintettet az adatvédelmi
incidensrdél.

A feligyeleti hatdsagndl torténé panasztételhez valé jog (hatdsagi
jogorvoslathoz vald jog)

Az érintett jogosult arra, hogy panaszt tegyen egy felligyeleti hatdsagnal
— kiilonosen a szokasos tartdzkoddsi helye, a munkahelye vagy a
feltételezett jogsértés helye szerinti tagdllamban —, ha az érintett
megitélése szerint a rd vonatkozé személyes adatok kezelése megsérti a
Rendeletet.



l. A feligyeleti hatosaggal szembeni hatékony birésagi jogorvoslathoz valé
jog
Minden természetes és jogi személy jogosult a hatékony birdsagi
jogorvoslatra a felligyeleti hatésdg ra vonatkozo, jogilag kotelezé erejl
dontésével szemben, vagy ha a fellgyeleti hatésag nem foglalkozik a
panasszal, vagy harom hdnapon beliil nem tajékoztatja az érintettet a
benyujtott panasszal kapcsolatos eljardsi fejleményekrél vagy annak
eredményérél.

m. Az adatkezelGvel vagy az adatfeldolgozdval szembeni hatékony birdsagi
jogorvoslathoz valé jog
Minden érintett hatékony birdsagi jogorvoslatra jogosult, ha megitélése
szerint a személyes adatainak e rendeletnek nem megfelel6 kezelése
kovetkeztében megsértették az e rendelet szerinti jogait.

10. Jogorvoslat
Jogorvoslati lehetGséggel, panasszal a NAIH aldbbi elérhet&ségein is
élhet:
székhely: HU-1055 Budapest, Falk Miksa utca 9-11.
levelezési cim: HU-1374 Budapest, Pf.: 603.
telefon: (36)13911400; fax: (36)13911410;
email: ugyfelszolgalat@naih.hu;
honlap: http://www.naih.hu.




